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ABSTRACT 

Mobile ad hoc networks (MANETs) are one of the fastest growing areas of research. They are an 

attractive technology for many applications, such as rescue and tactical operations, due to the 

flexibility provided by their dynamic infrastructure. In the current study I have explained the 

performance of three MANET protocols AODV as reactive, OLSR and TORA as proactive using 

random walk model. These share some similar behavior, but the protocols internal mechanism leads 

to significant performance difference. The performance of protocols analyzed by varying network 

mobility and type of traffic (CBR, VBR and TCP). 
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I. Introduction 

Mobile Ad-hoc Network (MANET) is formed by some wireless nodes communicating each other 

without having any central coordinator to control their function. Such a network is helpful in creating 

communication between nodes that may not be in line-of-sight and outside wireless transmission 

range of each other. Similar wireless networks have important applications in a wide range of areas 

covering from health, environmental control to military systems. In MANET, as the Some MANETs 

[1] are restricted to a local area of wireless devices (such as a group of laptop computers), while 

others may be connected to the Internet. For example, A VANET (Vehicular Ad Hoc Network), is a 

type of MANET that allows vehicles to communicate with roadside equipment. While the vehicles 

may not have a direct Internet connection, the wireless roadside equipment may be connected to the 

Internet, allowing data from the vehicles to be sent over the Internet. The vehicle data may be used to 

measure traffic conditions or keep track of trucking fleets. Because of the dynamic nature of 

MANETs, they are typically not very secure, so it is important to be cautious what data is sent over a 

MANET 

Figure 1: MANET 

 

II. MANET Routing Protocols 

Routing protocols [2] between any pair of nodes within an ad hoc network can be difficult 

because the nodes can move randomly and can also join or leave the network. This means that an 
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optimal route at a certain time may not work seconds later. Discussed below are three categories that 

existing ad-hoc network routing protocols fall into: 

Figure 2: Classification of MANET Routing Protocols 

2.1 Ad-Hoc on Demand Distance Vector(AODV) 

Reactive protocols seek to set up routes on-demand. If a node wants to initiate communication with a 

node to which it has no route, the routing protocol will try to establish such a route. The philosophy 

in AODV [2], like all reactive protocols, is that topology information is only transmitted by nodes 

on-demand. When a node wishes to transmit traffic to a host to which it has no route, it will generate 

a route request (RREQ) message that will be flooded in a limited way to other nodes. This causes 

control traffic overhead to be dynamic and it will result in an initial delay when initiating such 

communication. A route is considered found when the RREQ message reaches either the destination 

itself, or an intermediate node with a valid route entry for the destination. For as long as a route 

exists between two endpoints, AODV remains passive. When the route becomes invalid or lost, 

AODV will again issue a request. 

AODV avoids the ``counting to infinity'' problem from the classical distance vector algorithm by 

using sequence numbers for every route. The counting to infinity problem is the situation where 

nodes update each other in a loop. Consider nodes A, B, C and D making up a MANET as illustrated 

in figure 3. A is not updated on the fact that its route to D via C is broken. This means that A has a 

registered route, with a metric of 2, to D. C has registered that the link to D is down, so once 

node B is updated on the link breakage between C and D, it will calculate the shortest path to D to be 

via A using a metric of 3. C receives information that B can reach D in 3 hops and updates its metric 

to 4 hops. A then registers an update in hop-count for its route to D via C and updates the metric to 5. 

So they continue to increment the metric in a loop. 

 

Figure 3: AODV routing mechanism 
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The way this is avoided in AODV, for the example described, is by B noticing that As route to D is 

old based on a sequence number. B will then discard the route and C will be the node with the most 

recent routing information by which B will update its routing table. AODV defines three types of 

control messages for route maintenance. 

2.2 Optimized Link State Routing(OLSR) 

OLSR [3] is a modular proactive hop by hop routing protocol. It provides the fresh path of 

destination bases of table driven approach. It is an optimization of pure link state algorithm in ad hoc 

network. The routes are always immediately available when needed due to its proactive nature. The 

key concept of the protocol is the use of "multipoint relays" (MPR). Each node selects a set of its 

neighbour nodes as MPR. Only nodes, selected as such MPRs are responsible for generating and 

forwarding topology information, intended for diffusion into the entire network.   The MPR nodes 

can be selected in the neighbour of source node. Each node in the network keeps a list of MPR 

nodes. 

This MPR selector is obtained from HELLO packets sending between in neighbour nodes. These 

routes are built before any source node intends to send a message to a specified destination In order 

to exchange the topological information the Topology Control (TC) message is broadcasted 

throughout the network. Nodes in the network send HELLO messages to their neighbours. These 

messages are sent at a predetermined interval in OLSR to determine the link status. Here we can 

understand by this Fig.5. 

 

Figure 4: Multipoint Relays" (MPR) in OLSR 

Figure 5: HELLO Messages in MANET using OLSR 
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If node A and node B are neighbours, node A sends HELLO message to B node. If B node receives 

this message, we can say the link is asymmetric. If now B node sends the same HELLO message to 

A node. This is the same as first case, called asymmetric link. The HELLO messages contain all the 

neighbour information. This enables the mobile node to have a table in which it has information 

about all its multiple hop neighbours. 

2.3 Temporally Ordered Routing Algorithm (TORA) 

TORA is a routing algorithm. It is mainly used in MANETs to enhance scalability. TORA is an 

adaptive routing protocol. It is therefore used in multi-hop networks. A destination node and a source 

node are set. TORA establishes scaled routes between the source and the destination using the 

Directed Acyclic Graph (DAG) built in the destination node. This algorithm does not use ‘shortest 

path’ theory, it is considered secondary. TORA builds optimized routes using four messages. Its 

starts with a Query message followed by an Update message then clear message and finally 

Optimizations message. This operation is performed by each node to send various parameters 

between the source and destination node. The parameters include time to break the link (t), the 

originator id (oid), Reflection indication bit (r), frequency sequence (d) and the nodes id (i). The first 

three parameters are called the reference level and last two are offset for the respective reference 

level. Links built in TORA are referred to as ‘heights’, and the flow is from high to low. At the 

beginning, the height of all the nodes is set to NULL i.e. (-,-,-,-,i) and that of the destination is set to 

(0,0,0,0,dest). The heights are adjusted whenever there is a change in the topology. A node that needs 

a route to a destination sends a query message with its route required flag. A query packet has a node 

id of the intended destination. When a query packet reaches a node with information about the 

destination node, a response known as an Update is sent on the reverse path. The update message sets 

the height value of the neighbouring nodes to the node sending the update. It also contains a 

destination field that shows the intended destination. 

 

III. MANET Mobility Models 

In MANETs, mobile nodes roam around the network area. It is hard to model the actual node 

mobility in a way that captures real life user mobility patterns. Mobility models are designed to 

evaluate the performance of ad-hoc networks and characterize the movements of real mobile node in 

which variation in speed and direction must occur during regular time interval. Therefore, many 

researchers attempted to design approximate mobility models to resemble real node movements in 

MANETs but we are using random walk mobility model as follows: 

3.1 Random walk mobility model 

In this mobility model mobile host moves from current location to new location by choosing 

randomly direction and speed from the predefined ranges between min speed and max speed. Since 

many entities move in unpredictable ways, the Random Walk Mobility Model was developed to 

mimic this erratic movement [1]. In this kind of mobility model, a mobile node randomly chooses a 

direction and speed to move from its current location to a new location. The speed and direction are 

chosen from pre-defined ranges, [minimum speed, maximum speed] and [0, 2] respectively. If a 

mobile node reaches a simulation boundary, it bounces off the simulation border with an angle 

determined by the incoming direction. The node then continues along this new path. Several varieties 

of the model have been developed such as the 1-D, 2-D, 3-D, and n-D walks. Because the Earth’s 

surface is usually modelled using a 2-D representation, the 2-D Random Walk Mobility Model is of 

special interest. The Random Walk Mobility Model is widely used [1], and it is a memory less 

mobility pattern because it does not have any knowledge concerning its past locations and speed 

values. The current direction and speed of the node are independent of its past direction and speed 

[5]. This model may generate unrealistic movements such as sudden stops and sharp turns. 
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IV. Traffics in MANET 

In MANETs, several factors influences the performance of the routing protocols that are selected to 

use across the MANETs, and these factors include security level employed across the network, 

maintenance of the route, configuration of router, various types of applications supported by 

MANETs and different kinds of traffic that are sent throughout the network. 

MANETs supports different types of traffics and the most important and frequently used traffics are 

TCP, VBR and CBR traffics here VBR means Variable bit rate and CBR means Constant bit rate. 

The traffic type selected across the routing procedure will influence the routing protocol 

performance. The performance of the routing protocol is also based on the nodes selected in the 

MANETs generally two types of nodes can be used in MANETs and they are mobile nodes and fixed 

nodes. 

MANETs are basically dynamic in nature and so it supports a large variety of applications and the 

most important and most commonly used applications of MANETs are FTP, video conferencing, 

VOIP, Email, voice and web applications. The characteristic of the traffic sent across the MANET is 

decided by the selected type of application. The application selected is also used to influence the 

performance of the routing protocol similarly the selected traffic type also influence the performance 

of routing protocol that may be reactive or proactive that is used throughout the MANET. The issues 

related to these MANETs are discussed in many existing studies and researches which also includes 

the comparison of performance of routing protocols in various aspects which are done mostly among 

the selected routing protocols when compared to the selected kind if traffic. 

 

V. Problem Formulation 

A routing protocol plays important role to handle entire network for communication and determines 

the paths of packets. Routing in MANET means to choose a right and suitable path from source to 

destination. There are various mobility models are developed that characterize the movements of real 

mobile node in which variation in speed and direction must occur during regular time interval. There 

are basically two types of Mobility Model in MANET. One is Traces and another one is synthetic 

models. Traces are those mobility patterns that are observed in real life systems. Which provide 

accurate information, especially when they involve a large number of participants and an 

appropriately long observation period? Synthetic models attempt to realistically represent the 

behaviours of MNs without the use of traces. In this work few synthetic models are considered. Here, 

I intend to study the   “Random Way Point Mobility Model” and “Random Walk Mobility Model” 

and their impact on the performance of a MANET Routing Protocols: Optimized Link State Routing 

(OLSR), ad hoc on-demand distance vector (AODV), temporally ordered routing algorithm (TORA) 

protocol. I will analyze of the behaviour of mobile ad hoc networks when group mobility is involved. 

 

VI. Conclusion and Future Scope 

My review paper is mainly consists of two studies, one is analytical study and other is simulation 

study. From analytical study we concluded that routing protocols in new modern area of 

telecommunications, internet systems and in seamless communication play prominent role to develop 

better communication between end users. Different routing protocols have different attributes 

according to their environmental scenarios. The selection of suitable protocol according to the 

network definitely increases the reliability of that network, for example in case of mobile ad hoc 

networks routing protocols should be loop free according to my research. Categorically it has been 

analysed that there are three categories of routing protocols used in mobile ad hoc networks that are 
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reactive routing protocols, pro active routing protocols and hybrid routing protocols, all categories 

have their own usage, so the selection of these categories in ad-hoc networks is very important. 

In future ,I will evaluate the three performance measures i.e. Network Load, End-to-end delay and 

Throughput with different mobility models (Random Walk model and Random Waypoint Mobility 

model) and TCP, CBR and VBR as traffic type while taking 50 and 100 as the node density. 
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