
 

Industrial Engineering Journal 

ISSN: 0970-2555   

Volume : 52, Issue 3, March : 2023 
 

UGC CARE Group-1, Sr. No.-155 (Sciences)                                                                            274 

DETECTION OF PHISHING WEBSITE BY USING MACHINE LEARNING TECHNIQUES 

 

G. UDAY KUMAR Assistant Professor, Department of Computer Science and Engineering, 

Siddhartha Institute of Engineering & Technology, Vinobha Nagar, Ibrahimpatnam, RR– 501 506, 

Telangana, India : uday518@siddhartha.ac.in 

NAMALA SAI KUMAR M.Tech Student, Department of Computer Science and Engineering, 

Siddhartha Institute of Engineering & Technology, Vinobha Nagar, Ibrahimpatnam, RR– 501 506, 

Telangana, India : nsaikumar169@gmail.com  
 

ABSTRACT 

We have moved most of our financial, work related and other daily activities to the internet, 

we are exposed to greater risks in the form of cybercrimes. URL based phishing attacks are one of 

the most common threats to the internet users. In this type of attack, the attacker exploits the human 

vulnerability rather than software flaws. It targets both individuals and organizations, induces them 

to click on URLs that look secure, and steal confidential information or inject malware on our 

system. Different algorithms are being used for the detection of phishing URLs, that is, to classify a 

URL as phishing or legitimate. Researchers are constantly trying to improve the performance of 

existing models and increase their accuracy. In this work we aim to review various methods used for 

this purpose, along with datasets and URL features used to train the models. The performance of 

different algorithms and the methods used to increase their accuracy measures are discussed and 

analysed. The goal is to create a survey resource for researchers to learn the current developments in 

the field and contribute in making phishing detection models that yield more accurate results. 

 

I.INTRODUCTION 

1.1. ABOUT THE PROJECT 

IPQS makes use of a combination of blacklists and deep gadget getting to know to analyze 

suspicious connections. You can use the modern IPQS threat facts and actual-time content material 

evaluation to run a site phishing test for any URL. To ensure that valid URLs are never penalized for 

fake positives, our URL analysis algorithms robotically examine the characters of phishing domains 

and malicious URLs. Even if a malicious URL, such as B. 0-day malware, has never been scanned 

before, this method allows real-time scanning to uncover new threats. 

Integrating our URL Malware Scanner with SOAR or SIEM systems like Splunk, Palo Alto, 

Sumo Logic, Swimlane, IBM QRadar, Threat Connect, Azure Sentinel, and other security platforms 

of a similar nature will improve malware detection risk intelligence. Check the area's popularity to 

see if it has bad links, parked domain names, a risk score, and similar threat statistics. IPQS utilizes 

the best of its own statistics and artificial intelligence algorithms to investigate malicious URLs and 

effectively identify phishing hyperlinks, whereas the majority of risky URL checking services rely 

on Google Safe Browsing. Because all URL evaluation is performed in-residence, IPQS is able to 

detect suspicious websites and investigate their trustworthiness with greater accuracy than other 

website protection check services. Faster detection rates aid newly compromised malware-using 

domains and 0-day phishing URLs. The following summarizes our most significant contribution: 

The machine we recommend aims to convert a wide range of security-related activities into specific 

contingent events in order to be able to analyze very large amounts of statistics. 

By inspecting the big amount of facts amassed and coming across patterns of not unusual 

threats given their frequency, we were capable of broaden a general protection occasion evaluation 

tool. Specifically, in this newsletter, we endorse a way to signify datasets the usage of basepoints in 

the data practise section. This method can lessen the dimensionality of the distance, that's often the 

primary problem of traditional information mining techniques in log evaluation. Unlike traditional 

sequence-based modeling techniques, our application AI event growth approach provides highlighted 

inputs for the use of more than one deep studying algorithms. 
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1.2. PROJECT DESCRIPTION 

Suspicious or safe hyperlinks can be fast recognized with malicious URL inspection. If you 

want to save you human beings from clicking phishing hyperlinks or block malware, actual-time 

hyperlink filtering is your high-quality guess. Use our API to observe suspicious hyperlinks without 

delay for your backend or SOAR safety platform, or use our free on line URL analyzer device. 

Reliable virus detection for URLs. Check out all of the redirection and cloaking strategies to locate 

the actual destination URL. 

To accurately examine URLs using synthetic intelligence and machine mastering strategies to 

avoid false positives and person revel in difficulties, IPQS collects behavioral characteristics and 

forensic data approximately recognized suspicious connections. Phishing – The biggest cyber hazard 

to the business environment in 2021 is phishing, which can affect both clients and personnel. When a 

internet site carries a faux login, registration, or registration form designed to acquire consumer 

account credentials, this is referred to as phishing. In order to give the purchaser the influence that 

this is the agency's reliable website, those pages are usually disguised with elements taken from the 

brand's real website.  

Annual losses from phishing attempts exceed $ billion, however IPQS can reliably pick out 

phishing sites even when the use of state-of-the-art fraud strategies. When payloads 

(emails/hyperlinks) are tailored to an man or woman's hobbies, spear phishing is a greater focused 

form of abuse. Malware - Websites that include viruses, exploit kits, or other malware that could 

compromise a user's pc or different device. These web sites may also have compromised domain 

names that have been taken over by using hackers. Command and Control (C2) – C2 URLs permit 

communique among the attacker and faraway servers consisting of zombies and botnets. C2 

commands comprise commands for automatic behavior and attack paths. 

 

1.3. MODULES OF THE PROJECT 

1.3.1. System Model 

In the first module we create a model of the gadget environment. Website operators become 

aware of users and then redirect them to a particular version the use of JavaScript activation agent 

strings. We can see that each one static capabilities used in current methods do no longer vary in 

their rating on cell and laptop sites. The websites allow customers to get admission to their non-

public records and the advanced functions of their mobile devices. These unique functions are not 

protected in the characteristic set of the cutting-edge static analysis strategies. We declare - after 

which show - that charging for more unique capabilities allows come across new community threats. 

For example, the existence of a recognized "financial institution"; the rip-off variety at the website 

could suggest that it's far a phishing internet site impersonating this particular bank. 

1.3.2. Malicious Pages  

We argue that even as malicious website authors try to trick humans into taking random 

actions with little effort, benign website authors do their quality to offer a pleasing person enjoy. 

Therefore, we take a look at if there are scripts on the page and calculate their quantity. It makes 

sense that a benevolent internet site author with fewer scripts in the code could provide a respectable 

person experience, even for a security-conscious user. 

1.3.3. Identifying relevant static features 

The static residences of a website deliver us clues as to its ability harmfulness. Let's first 

discuss the set of functions used and then flow on to how the dataset is accumulated. The lexical and 

structural features of URLs have been used to differentiate between malicious and useful websites. 

However, relying totally on URL attributes to differentiate ends in a excessive false positive price. 

As part of our records series, we have accumulated a few web sites with true and harmful content 

material flags. First, the test that detects and identifies "particular websites" is defined. Then the 

statistics series process is performed. We use this research in a focused way due to the fact it's miles 

as near as possible to the output of the respective paintings and is therefore of equal price. 
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1.3.4. Detect malicious WebPages 

Here are the devices studying strategies we taken into consideration whilst looking to classify 

person websites as dangerous or harmless. Then the process for selecting the suitable model for the 

proposed technique is discussed, along with the blessings and downsides of each categorization 

method. We broaden and examine the accuracy, false superb rate and authentic superb charge of our 

decided on version. Finally, we compare the method in assessment to different techniques and 

experimentally reveal the significance of characterizing the technique. Please observe that wherein 

computerized analysis is possible, we use the entire facts set; However, whilst significant manual 

analysis and verification is required, as is customary in the clinical network, we use randomly 

decided on quantities of our facts. 

 

II.SYSTEM ANALYSIS 

 The analysis makes sense. The purpose of this step is to determine exactly what needs to be 

done to resolve the issue. The logical model of the system is created using tools such as class 

diagrams, sequence diagrams, data flow diagrams and data dictionaries. 

2.1. DOMAIN ANALYSIS 

 Software engineers can better understand problems by learning the basics through domain 

analysis. The term "domain" in this context means "domain"; refers to the general business or 

technology area in which customers intend to use the program. To understand the domain of this 

project, team members #039; own experiences with competing products were discussed. 

2.2. REQUIREMENT ANALYSIS  

 A relatively short and precise factual statement is required. It can be conveyed orally in an 

utterance or visually in the form of a diagram. 

 The input design establishes a connection between the user and the information system. This 

includes the activities needed to transform transactional data into a form that can be used, as well as 

the creation of specifications and procedures for the preparation of the data. This can be 

accomplished by a computer reading data from a written or printed document or by people directly 

entering data into the system. The goal of the input procedure is to keep the workflow as 

straightforward as possible while also reducing input errors, delays, and redundant steps. The 

insertion is carried out in a manner that guarantees confidentiality, usability, and security.  

2.3. EXISTING SYSTEM 

A common technique for detecting malicious activity on your network is to use features that 

distinguish the use of DNS by criminals from harmless ones. Malicious domains were identified 

using active and passive DNS query techniques. While some of these attempts have focused solely 

on identifying fast-flowing service networks, other websites can also identify via drive-by downloads 

and phishing. Cellar is the most well-known non-proprietary, content-based method for identifying 

phishing sites. 

2.3.1. Disadvantages 

Mobile users are excluded as outdated browser versions do not support features like Google 

Safe Browsing. 

DNS-based methods do not provide a more precise understanding of a website or domain's 

specific activity. 

Each page that is downloaded and accessed slows down dynamic techniques and limits their 

scalability. Most of the time, URL-based methods have a high rate of false positives. 

A delay in querying Google Search is causing Cantina performance issues. 

Additionally, Cantina fails to perform well on websites written in languages other than 

English. Last but not least, the methods currently in use do not account for emerging mobile threats 

like discovered fake phone numbers attempting to activate the dialer on the phone. 

 2.4. PROPOSED SYSTEM 

 A URL-based totally phishing attack includes sending malicious hyperlinks that appearance 
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valid and tricking them into clicking. Phishing detection analyzes the incoming URL to determine 

whether or not it is phishing or no longer, after which classifies it as a consequence. To determine 

whether or not a given URL is actual or phishing, one-of-a-kind system getting to know algorithms 

are trained on extraordinary sets of URL attributes. Several features and styles can be considered as 

aspects of URLs. The applicable components of a normal URL are shown in Fig.3. We want to 

leverage those URL primarily based analytics competencies to construct system getting to know 

models to create a dataset that can be used for each training and trying out. According to [18], there 

are 4 groups of features which can be most frequently taken under consideration in characteristic 

extraction. They are: 1) cope with bar based capabilities 2) anomaly primarily based capabilities 3) 

HTML and JavaScript primarily based functions 4) domain primarily based functions. 

2.4.1. Advantages 

 Scans for various dangerous mobile websites that are not accurately detected by other 

methods such as Virus Total and Google Safe Browsing. 

 Our test results indicate the need for mobile-device-specific methods to identify 

dangerous websites.  

 Whenever possible, we use static analysis to find malicious websites that target mobile 

devices. 

 

III. SYSTEM REQUIREMENTS 

SOFTWARE REQUIREMENTS 

Operating System  : Windows XP/7/8 

Front End  : JSP 

Database  :  MYSQL 

Programming  : Java    

 HARDWARE REQUIREMENTS 

Processor          :  Pentium Dual Core/ Core to Duo/ ICore with  

Minimum 1.2 GHZ Speed 

RAM   :  2 GB 

Hard Disk    : 120 GB 

IV.IMPLEMENTATION 
The software program implementation segment focuses on translating layout necessities into 

supply code. The principal goal of the implementation is to create internal documentation of the 

source code in order that debugging, testing and adjustments can be rolled returned and the 

conformance of the code to the specification may be without problems confirmed. It enables to keep 

the supply code as easy and easy as feasible. Good programs are characterised by way of simplicity, 

readability and elegance. Complexity, brilliance, and vagueness are signs and symptoms of bad 

design and poorly focused questioning.  

 

A persistent approach, respectable programming style, right manuals, internal feedback and the 

opportunities of modern pc languages assist to enhance the transparency of the supply code. Because 

single-in, single-out additives allow you to recognize application behavior by analyzing the code 

from begin to complete, they're on the coronary heart of structured coding. While strictly adhering to 

this concept can reason troubles, it increases questions about the temporal and spatial performance of 

the code. 

 Single-entry, unmarried-exit programs may require repetitive pieces of code or repeated calls to 

subroutines. In such circumstances, the use of this assemble could prevent loops from exiting too 

early and branching into exception-managing code. To deal with implementation realities, we on 

occasion violate this perception, even though our intention is not to inspire awful coding practices. 

The fashion of coding in laptop programming is clear within the templates that programmers use to 

talk a desired action or end result.  
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While awful programming fashion can undermine the dreams of a brilliant language, right 

programming style can triumph over the shortcomings of simple computer languages.  

 

V. CONCLUSION 
 Due to its significance in maintaining privateness and ensuring security, academics are 

increasingly very interested by the detection of phishing. There are several techniques for classifying 

web sites the use of educated device studying models to discover phishing. The speed of detection is 

improved thru URL-primarily based analysis. We can also decrease the amount of features and take 

away useless records by means of the usage of dimensionality reduction techniques and function 

selection algorithms. There are numerous machine studying methods with properly overall 

performance metrics for categorization. The technique of phishing detection and the phishing 

detection techniques within the maximum recent research literature have each been studied in this 

paintings. This will act as a manual for destiny researchers to realize the technique and create greater 

unique phishing detection structures. 

 

FUTURE SCOPE 

Present a multiparty get right of entry to manipulate mechanism on pinnacle of the encrypted 

text in order that the co-proprietors of the information may additionally upload their access 

restrictions. Additionally, so as to cope with the problem of privateness conflicts, we offer 3 policy 

aggregation techniques: whole permit, proprietor priority, and majority allow. We will in the end 

improve our gadget via allowing keyword seek over the encryption textual content. 
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