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ABSTRACT:         

In this study, This method normally 

analyses words, the occurrence, and 

distributions of words and phrases in 

the content of emails and used then use 

generated rules to filter 

the incoming email spams Case Base 

Spam Filtering Method: Case base or 

sample base filtering is one 

of the popular spam filtering methods. 

Firstly, all emails both non-spam and 

spam emails are extracted from each 

user's email using collection model. 

Subsequently, pre-processing steps are 

carried out to transform the email using 

client interface, feature extraction, and 

selection, grouping of email data, and 

evaluating the process. The data is then 

classified into two vector sets. Lastly, 

the machine learning algorithm is used 

to train datasets and test them to decide 

whether the incoming mails are spam 

or non-spam 

 

INTRODUCTION 

In recent times, unwanted commercial bulk 

emails called spam has become a huge 

problem on the internet. The person sending 

the spam messages is referred to as the 

spammer. Such a person gathers 

email addresses from different websites, 

chatrooms, and viruses [1]. Spam prevents the 

user from making full and good use of time, 

storage capacity and network bandwidth. The 

huge volume of spam mails flowing through 

the computer networks have destructive 

effects on the memory space of email servers, 

communication bandwidth, CPU power and 

user time [2]. The menace of spam email is on 

the increase on yearly basis and is responsible 

for over 77% of the whole global email traffic 

[3]. Users who receive spam emails that they 

did not request find it very irritating. It is also 

resulted to untold financial loss to many users 

who have fallen victim of internet scams and 

other fraudulent practices of spammers who 

send emails pretending to be from reputable 
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companies with the intention to persuade 

individuals to disclose sensitive personal 

information like passwords, Bank Verification 

Number(BVN) and credit card numbers. 

 

LITERATURE SURVEY 

Sanz, Hidalgo, and Pérez [1] detailed the 

research issues related to email spams, in what 

way it affects users, and by what means users 

and providers can reduce it effects. The paper 

also enumerates the legal, economic, and 

technical measures used to mediate the email 

spams. They pointed out that based on 

technical measures, content analysis filters 

have been extensively used and proved to have 

reasonable percentage of accuracy and 

precision as a result, the review focused more 

on them, detailing how they work. The 

research work explained the organization and 

the procedure of many machine learning 

approaches utilized for the purpose of filtering 

email spams. However, the review did not 

cover recent research articles in this area as it 

was published in 2008 and comparative 

analysis of the different content filters was 

also missing.  

Bhowmick and Hazarika [2] presented a 

broad review of some of the popular content-

based e-mail spam filtering methods. The 

paper focused mostly on machine learning 

algorithms for spam filtering. They surveyed 

the important concepts, efforts, effectiveness, 

and the trend in spam filtering. They discussed 

the fundamentals of e-mail spam filtering, the 

changing nature of spam,the tricks of 

spammers to evade spam filters of e-mail 

service providers (ESPs), and also examined 

the popular machine learning techniques used 

in combating the menace of spam. 

Laorden et al. [3] presented a detailed 

revision of the usefulness of anomaly 

discovery used for Email spam filtering that 

decreases the requirement of classifying email 

spam messages and only 

works with the representation of single class 

of emails. The review contains a 

demonstration of the first anomaly based spam 

sieving method, an improvement of the 

method, which used a data minimization 

technique to the characterized dataset corpus 

to decrease processing phase while retaining 

recognition rates and an investigation of the 

appropriateness of selecting non-spam emails 

or spam as a demonstration of normality. 
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PROPOSEDSYSTEM 

To effectively handle the threat posed by 

email spams, leading email providers such as 

Gmail, Yahoo mail and Outlook have 

employed the combination of different 

machine learning (ML) techniques such as 

Neural Networks in its spam filters. These ML 

techniques have the capacity to learn and 

identify spam mails and phishing messages by 

analyzing loads of such messages throughout a 

vast collection of computers. Since machine 

learning have the capacity to adapt to varying 

conditions, Gmail and Yahoo mail spam filters 

do more than just checking junk emails using 

pre-existing rules. They generate new rules 

themselves based on what they have learnt as 

they continue in their spam filtering operation. 

The machine learning model used by Google 

have now advanced to the point that it can 

detect and filter out spam and phishing emails 

with about 99.9 percent accuracy. 

ADVANTAGES OF PROPOSED 

SYSTEM: 

Though there are several email spam 

filtering methods in existence, the state-

of-the-art approaches are discussed in 

this paper. We explained below the 

different categories of spam filtering 

techniques that have been widely 

applied to overcome the problem of 

email spam. Content Based Filtering 

Technique: 

Content based filtering is usually used to 

create automatic filtering rules and to 

classify emails using machine learning 

approaches, such as Naïve Bayesian 

classification, Support Vector Machine, 

K Nearest Neighbor, Neural Networks. 

This method normally analyses words, 

the occurrence, and distributions of 

words and phrases in the content of 

emails and used then use generated rules 

to filter the incoming email spams Case 

Base Spam Filtering Method: Case base 

or sample base filtering is one of the 

popular spam filtering methods. Firstly, 

all emails both non-spam and spam 

emails are extracted from each user's 

email using collection model.   

 

SAMPLE RESULTS 
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CONCLUSION 

In this project Our work 

mainlyfocused in the advancement of 

predictive models to achieve goodaccuracy 

in predicting valid flood prediction 

outcomes using supervised machine 

learning methods. The analysis of the 

results signify that the integration of 

multidimensional data along with different 

classification, feature selection and 

dimensionality reduction techniques can 

provide auspicious tools for inference in 

this domain. Further research in this field 

should be carried out for the better 

performance of the classification 

techniques so that it can predict on more 

variables 
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