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Abstract 

In this paper, a framework for safe and effective vertical handovers in heterogeneous wireless 

networks—UNI-MOB—is presented. UNI-MOB connects WLAN, UMTS, and Wi-Max technologies 

while operating in a cloud environment, addressing issues in coupling design, performance objectives, 

and security. The study suggests a machine learning approach for optimal UMTS-WLAN traffic 

routing as well as the Service Adaptive Fuzzy Multi-Criteria approach (IVHDA) for quicker handover 

start. Additionally, the security of wireless medical equipment is improved by the Vertical Handover-

Based Attacks Perceptive Algorithm (VH-APA). Three methods that address connectivity, 

authentication, and smooth handovers are presented in this paper with the goal of offering workable 

solutions for smooth communication.  
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Introduction 

Despite the fact that 64% of India's Vertical handover is the smooth transfer of a mobile device from 

its existing home network to a new one. It allows users to access various support services by alternating 

between various network technologies, including Wi-Max, 3G/4G, Wireless LAN [1, 2], and 

broadband internet access. This shift is essential to preserving the effectiveness of connectivity as 

mobile devices travel through various network environments. Vertical handovers are automatic, but 

there are a few obstacles that must be overcome to make sure the procedure is carried out properly. 

Significant obstacles include things like user preferences, performance standards (including cost, 

range, and network needs), and the design of the loose or intimate coupling. A crucial component of 

the vertical handover process is authentication, which is frequently linked to encryption and security 

measures. However, there is a conspicuous lack of thorough examination of authentication in the 

existing. 

Through the introduction of a novel solution, the overall efficiency of the transition is improved by 

minimizing latency during vertical handovers [3] through the optimization of authentication speed. 

The goal of the proposed framework is to create a simplified authentication paradigm that prioritizes 

latency reduction, output maximization, and high security throughout the vertical handover time. The 

discussion that follows explores the research issues raised by this work, including the creation of an 

empirical model for quicker authentication to accurately lower latency during vertical transfer 

operations, addressing communication services that have not received enough attention in previous 

studies. 

The next sections include thorough explanations of the suggested framework and testing procedures, 

emphasizing its network components and operational phases. The framework, called "UNI-MOB," 

combines the three main network technologies [4] (WLAN, UMTS, and Wi-Max) and their related 

components to function in a cloud environment that is directly connected to the internet. Three critical 
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phases are included in this all-inclusive vertical handover approach: decision-making, information 

collection, and handover execution. 

This paper introduces important techniques that aim to increase the efficacy of vertical handovers as 

well. Vertical Handover Based Attacks Perceptive Algorithm (VH-APA), Automatic Traffic 

Classification using Policy-Based Routing (ATC-PBR), and Intelligent Vertical Handover Decision 

Algorithm (IVHDA) are some of the handover process's tools that help with network selection, traffic 

optimization, and security. Offering a thorough and efficient vertical method is the primary goal. 

 

2. Vertical Hand-Off Mechanism in a Heterogeneous Wireless Network (HWN) 

It is possible to get all The development of heterogeneous[5] wireless network environments—which 

integrate numerous mobile devices and terminals from various radio connectivity technology clusters, 

including GSM, UMTS, LTE, and Wi-Max—is the result of advancements in the field of wireless 

communications networks[6]. Therefore, to provide continuous usability and fluid connectivity, 

effective vertical handoff [7] strategies are required to enable users to communicate anywhere, 

anytime, and without disrupting collaboration activities.  

The technological aspects and fundamental components of the heterogeneous wireless networking 

Vertical Handoff Mechanism (VHO) are covered in this section.  

Vertical Handoff  

When a mobile terminal moves from one cell to another, a VHO switching strategy takes into account 

the possibility that the network link will instantly transition into the best networks available. For 

example, every computer—laptop, smart phone, etc.—has multiple network technologies installed in 

order to access the Internet service.  

Then, without constantly connecting to the cellular network, devices that make use of Wi-Fi network 

internet services find it difficult to communicate with the user and the Internet. VHO refers to the 

transition from one network infrastructure to another, enabling more efficient use of bandwidth to offer 

affordable, widely distributed wireless communications [8]. 

For VHO, any important factors that are listed below must be taken into account. Given that VHO 

provides several network connections, devices that support vertical switching must have network 

interface dual-mode cards. VHO uses a variety of radio connectivity technologies, enabling the initial 

preference of wireless technologies with better handling metrics and enabling the comparison of two 

wireless technologies using VHO criteria. Handoff decisions are based on a number of important 

factors, such as signal quality, network conditions, user expectations, and customer needs. 

2.2 Vertical Handoff Technique Classification 

The categorization of VHO is shown in this section according to the following categories: 

Depending on the Factor of Direction.  

Higher VHO 

In this case, the mobile users move from a higher radio network cell with a larger bandwidth to a lower 

radio network cell with a smaller bandwidth. For instance, connectivity between Wi-Fi and Wi-Max 

networks varies.   

i) Reverse VHO 

When mobile users switch from a radio network cell with a higher bandwidth to one with a lower 

bandwidth, this happens. A switch from Wi-Fi to Bluetooth network connectivity is an illustration of 

this.  

ii) Utilizing Process Hard VHO Data 

When a mobile user disconnects from their current network and then connects to the target network, 

this is referred to as an event.  When a mobile user is in a soft VHO scenario, they remain connected 

to their current network until they have established a complete connection with the target network.  

iii) Imperative VHO Based on Parametric Decisions 
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The main handover criterion in this case is Received Signal Strength (RSS), and the VHO process is 

determined by the value of RSS. VHO startup happens when the value of RSS falls below the cut off 

value.   

An alternative VHO 

After examining a number of network factors, including bandwidth and network cost, this VHO is 

initialized. 

iv) Based on the Mobile Control Process: In this case, the Mobile Node determines or controls VHO.  

Network Control: The Central Management Authorities regulate this VHO. 

 

Vertical Transfer Mechanism  

The following is a description of the VHO processes' formulation:  

Initialization of Handover: In this case, selecting network characteristics like RSS and bandwidth starts 

the VHO process. Preventing the production of unneeded handoffs is the primary goal of this phase.  

Process of Discovering a Network System: Currently, the mobile terminal collects all the necessary 

data, candidate network options, and services needed to choose the optimal network for the handoff. 

Additionally, this data may be transferred between the network and the mobile terminal based on QoS 

criteria. 

Phase of Handover Decision: The VHO decision phase [9] is in charge of allocating resources as well 

as choosing the channel and target network. Consequently, judgments on whether to move on to a new 

network or stick with the current network are made using the various VHO decision algorithms. 

Moreover, a number of factors, including the quality of different services, the cost of access, the 

amount of bandwidth available, and user preferences, all play a major role in the VHO selection 

process.  

Phase of Handover Execution: This completes the VHO process by transferring data over radio 

networks while enforcing authentication and permission security rules. In this, after the handover 

choice is made, the connection is smoothly redirected from the current network to the target network. 

VHO Parameters: In this section, different network selection criteria based on different features and 

parameters are covered. These criteria are used in the VHO process, which determines whether to stay 

in a current network or switch to a new one. 

 These parameters are divided into several categories, which are covered in the sections that follow:  

Attributes Associated with the Network Strength of Received Signal (RSS) SNR, or signal to noise 

ratio Cost of Bandwidth, Coverage, and Usage (per bit and per time) Packet-loss-ratio security, 

throughput delay, and latency .These are a few crucial variables that are used to indicate the 

neighboring network links' availability and status right now. RSS is a measure of signal strength and 

connection quality; however, in diverse contexts, different networks have variable power values, noise 

levels, and channel coding, which might occasionally make RSS incompatible with certain network 

technologies. The term "latency" describes the moment at which the VHO is precisely initiated to 

lower the number of handover failures and preserve the procedure's quality of service.  

The time interval between receiving a packet from an established network and receiving the first packet 

from a target network is known as the handover latency. Another essential characteristic that may be 

used to analyze the target network's traffic status is bandwidth, which is particularly useful for 

applications that are delay-sensitive. 

The cost and security are determined by the demand policy, which includes varying fees for various 

network technologies and the selection of highly secure applications for high confidentiality handoff 

processes.  

Based on application-related service requirements (e.g., voice, data, and QoS), user preferences are 

used to select the target network among the available networks. Determining the user's Quality of 

Experience (QoE) requires these parameters as well. 

Terminal-specific characteristics Energy Usage Location of Remaining Power Velocity of Battery 

Some of the typical and fundamental parameters required to assess a mobile device's present condition 
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are those linked to the terminal. Power is therefore crucial since it becomes so when the battery of the 

mobile terminal runs low. In this scenario, networks that can increase a mobile device's battery life are 

better off using VHO.  

 

3.1 Vertical Handover Management 

The procedures used in the VHO management operations are summarised in this section: The process 

of node switching from residential area networks to the destination network is known as vertical 

handover. A straightforward and efficient vertical handover plan needs to be developed in order to 

accomplish a smooth transfer. Consequently, the three major steps of the vertical handover detail 

management process are covered in this section;  

The three stages of VHO are 

• Information collection,  

• Decision-making, and  

• Implementation.  

The visual depiction of the complete VHO administration procedure.  

 
 

 

Figure 3.1: VHO Management Process 

 

3.2 VHO Decision Making AI for soil analysis 

This procedure, also known as network gathering or handover planning, is the core transfer activity 

that is crucial to VHO operations. Based on the information from its previous phase, this process is 

entitled to decide when and how to start transfer operations. When the decision is made to choose the 

suitable networks based on the network change criteria. Even so, the decision bears responsibility for 
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precisely allocating the necessary time to provide the most effective and efficient transfer. In the field 

of VHO, various researchers make algorithmic decisions. These algorithmic outputs are categorised 

based on specific data provided by various network metrics, including user preferences, bandwidth, 

transmission, signal strength, availability of the network, and state of the network. Generally speaking, 

the main purposes of VHO decision algorithms are to enhance the transfer procedure and measure the 

parameter output of the decision phase. 

3.3 VHO Execution crop selection 

This last stage will be the actual handover procedure. Additionally, it guarantees the session transfer 

mechanism's safety, which is essential for carrying out security protocols like authorization and 

authentication. During the execution of a transfer, a mobile node encounters a new access point and 

decides to switch from its home network to the destination network. Together with IP protocols and 

control signals, VHO techniques enable an effective handover process. The central phase of each VHO 

operation is the handover decision time. Every output is computed based on the number of transfers, 

throughput, probability of failure, and transfer delay for every handover algorithm. 

3.4 Vertical Handoff Decision Methods  

In a heterogeneous wireless network, the various attributes and transfer decision criteria dictate the 

vertical transfer. In terms of difficulty, the vertical handover algorithms rank higher than the many 

characteristics dependent decision mechanism. For attribute-based techniques, the order preference-

based technique (OPT) with multiplicative (MA) and summative (SA) weighing additions is the best 

option.  

Both the Grey Relational (GR) analysis and the hierarchical analysis technique were investigated. 

Exclusion factors are used in the SA weighting process to eliminate the impact of transfer judgement. 

3.5 The Algorithm for Summative Additive (SA) weighting  

The various score bases are assessed by this method. The values of the qualities are added and then 

multiplied by their weight to determine the score. The alternative that receives the greatest average 

score is thought to be superior. The SA weighting method is applied with a focus on costs or usefulness 

variables in the majority of research projects.  

Algorithm for Multiplicative Exponential (ME) Weighting  

This algorithm functions similarly to the SA weighting algorithm, which used the weighted product of 

all the attributes to rate each alternative.  

Algorithm Based on Order Preference (OPT)  

The algorithm compares the performance analysis, which deems the closest option to be the best 

choice, with the ideal solution.  

Grey Relational Analysis (GR)  

By treating one of the networks as the perfect network with perfect quality values, this method creates 

a grey relation between the other networks. This is the optimal solution with the highest utility. 

 

3.6 Decision Handover 

Algorithms for seamless vertical gearbox: 

The IEEE 802.21 standard and a number of media-independent handover specifications were created 

to offer a general layer of information, interoperability, and significant transfer management over 

heterogeneous access networks, for a seamless vertical handover to occur. This section addresses any 

decision methods for vertical transfer. 

Received Signal Strength (RSS)-based algorithm 

Along with other decision metrics, the evaluation of the RSS, which constitutes the first class of 

decision technique, is carried out as the primary metric. The RSS-based technique takes into account 

both the network's RSS and the RSS of the initialised network. In order to accomplish the handover 

utilising user dwell time and obtained mean throughput, the work presents an optimised approach. A 

technique is devised to obtain maximum throughput by combining RSS measurement with either a 
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dwell timer or bandwidth to achieve handover between the 3G radio and Wireless LAN access network 

[10].  

An Algorithm Utilising the Cost Function  

This algorithm's usage of the cost function creates a second class of decision-making techniques that 

compute user choices and quantify networks as a handover performance metric. A strategy that allows 

for vertical handover is found and is provided, taking into account service cost, power usage, and 

bandwidth as performance factors. The Markov decision process is used to present the adaptive cost 

function to the vertical handover decision algorithm. These algorithms for making decisions are more 

effective and less complicated, and they facilitate a smooth transition.  

Computational Intelligence-Based Algorithm  

This approach is primarily based on computational intelligence, which uses neural networks (ANN), 

fuzzy logic, fuzzy logic-based multiple attribute algorithms, and other processes to make decisions 

about vertical handover. A fast adaptive mechanism enables the programme to determine the optimal 

handover candidate network with the highest throughput based on a fuzzy logic method. This handover 

mechanism is significant because it uses an extremely sophisticated and effective algorithm to ensure 

customer happiness while travelling. 

An Algorithm Utilising Several Criteria 

For decisions to be carried out, the algorithm requires a number of conditions. To choose an appropriate 

target network among heterogeneous networks, this algorithm combines both the characteristics of a 

cost-based and computer-based approach. It is possible to divide the structures for distinct parameters 

into different features and use cases for decision-making. For the multiple attribute mechanism, a 

weighted total or multiplicative exponential weighting is employed. At the medium level, the 

algorithms have more parameters, are more scalable, dynamic, and incredibly effective. 

Numerous difficult obstacles to the HWN design and HWN method deployment are presented by the 

differences between the stable HWN wireless networks. Some of the HWN challenges are listed below: 

The heterogeneous connectivity infrastructure included in next-generation wireless networks allows 

for seamless personal accessibility, inter-company networking, and local administration for users. 

When designing and integrating the fluctuations between stable HWN [11], there are a number of 

challenging issues. The following are any issues that HWN may be facing:   

Power Consumption: Power consumption becomes a serious issue when the battery charge of the 

mobile terminal is inadequate. Therefore, when utilising the handoff technique to manage the mobile 

operation, the battery terminal's power consumption should be minimised.   

Timing: There should be a reduction in the time required for handoffs between mobile devices, 

destination mobile node selection, and network connections. It will decide the precise moment to 

initiate a handover, during which the mobile terminal stays linked to an attachment point for a 

predetermined amount of time.   

QoS, or quality of service, While QoE will be quantifiable by perception, QoS is assessed from a 

network perspective. In order to use the network effectively during handoff, a few factors need to be 

taken into account, such as latency, delay, time, bandwidth, etc. Location management and mobility 

management are two issues that QoS has taken into consideration for timely delivery and efficient 

access.   

User Preference: Depending on the network efficiency and user comfort, the user switches between 

networks throughout the handoff process. In other words, different input metrics are given varied 

weights based on the user's preferences and the availability of the network.  

Security: Rather than choosing a greater level of security data, the network may choose lower security 

data when the integrity of the transmitted data is crucial. The VHO must therefore be a handoff to a 

network that is more secure.  

Throughput: During the handover phase, the transmission delay and packet loss are used to determine 

how much throughput should increase. When sending data from the mobile source node of one network 

to the destination node of another, both packet loss and delay must be kept to a minimum.   
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The necessity of a smart terminal: the creation of a single user terminal that can function independently 

in a variety of networks, or heterogeneous networks. Therefore, this user terminal has to gather a 

variety of information in order to offer richer user services. The surrounding data, such as 

communication with localization schemes, cross-laying with network objects, etc.  

The Issue with a Crossing Network: These networks are hierarchical and have various coverage zones 

for their access networks. The primary responsibility for handling handovers in an overlay network is 

mobility management. 

Cross-Layer Optimisation: In order to include new flexibility management strategies for VHO 

networks, an effective cross-layer based solution is needed.   

Seamless Handoffs: It is a very difficult challenge for VHO to execute apps continuously during the 

handoff procedure. This procedure could create an issue for effective network connectivity.   

Roaming Cost: Since different networks have varied charging policies, the network's cost must be 

taken into account while determining handover. 

 

4. Algorithm Used in Practice  

The proposed method aims to establish a simple vertical handover mechanism for authentication by 

considering three primary components: the UNI-MOB (ϕ), the Network (η), and the User node (µ). 

Based on how well these components performed, three distinct algorithms were created: 

• An algorithm for user device authentication on a home area network;  

• An algorithm for starting a communication session between the user device and the network; and 

• An algorithm for a successful vertical handover operation. 

 The following are the detailed descriptions and designs of the three algorithms: 

4.1 Algorithm for User Device Authentication in Home Area Network 

The algorithm's implementation ensures that the nodes participating in the handover phase are 

legitimate. The user must first register; in order to switch from one channel to another, the node must 

send a message to the network node throughout this process. A user interface is routed through the 

target network's agent node. The agent node then either allows or denies sending the response message 

to the receiving node. 

The user network receives this reply from the aim network. Once the active registration is finished, the 

gateway node grants permission for the consumer node to migrate to the target network. After 

generating user requests, the gateway device sends the request to UNI-MOB over the network. The 

gadget employs a unique safety token at this stage, which is mostly utilized for the safety hacking 

function. The consumer already uses the safety token, which is supplied by UNI-MOB, as a secret key 

to transfer data to different networks. The following is the home area network's user device 

authentication algorithm. 

Input µ, ȵ, ɸ, α 

Output: Successful Authentication of µ 

Start 

µ→reg Req(ȵ) 

ȵ→reg Msg →ɸ 

ɸ→((h(α))→µ 

End 

4.2 Algorithm for Communication Establishment 

In order for a transfer to occur successfully, the goal of this technique is to connect user nodes to the 

target network. The consumer should be given access to the safety that the external system (i.e., 

implementation) produces. The user-generated security token is used as a validation input at the start 

of the deployment stage to confirm that additional linkages between the user node and the target 

network have been established. The described algorithm's second stage hashes data for both network 

nodes, and the user node obtains a safety stamp in exchange for a fresh safety token (an encrypted 

token).  The machine compares the two security third hack operations. The encrypted security-token 
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version is once more sent to the external computer via a network device that is also subject to an 

external device to another degree of hashing feature (the UNI hack operation produces the special 

security authentication). If the outcomes are satisfactory, UNI will activate the network agent and 

configure a reliable network architecture. The following is the algorithm for creating a communication 

link between the user's node and the network 

Input   α 

Output: Communication link establishment 

Start 

For ȵ=1:ȵmax 

µ: h (α, t) =α1 

µ (α1) →ȵ→ ((α1) n) →ɸ 

ɸh ((α1) n→α2 

If α1= α2 

ɸ (α2) →ȵ 

Link (ȵ, µ) 

Else 

Abort 

End 

End 

4.3 An Effective Vertical Handover Operation Algorithm 

The final algorithm that successfully completes a vertical handover operation is this one. Its 

implementation primarily takes into account two performance parameters:  

(I) time period (t) and  

(ii) Optimal latency (l).  

The following is the algorithmic steps for a successful vertical handover operation: 

Input   l1, l2, l3, t1, t2, t3, t4, үth 

Output: Successful or unsuccessful handover operation 

Start 

Init l1, l2, l3, t1, t2, t3, t4, үth 

Compute l4=∑2i=1 li 

Compute l5=2l4+l5 

Compute ү= l5+ ∑4i=1 ti 

If ү< үth 

Flag successful handover 

Else  

Flag unsuccessful handover 

End 

End 

The algorithm first considers the following: time to compute authentication token (t1), time to perform 

the authentication token authentication security token in UNI-MOB (t2), latency input parameters in 

network & UNI-MOB (tal1), latency[12] in network & user device (tal 2), latency in target network 

(tal 3). With faster latency regulation during vertical transfer, this method provides advanced 

authentication results. When calculating the time (t2) during the execution phase, the method takes 

into account both the total amount of time it takes UNI-MOB to process a user request and the amount 

of time it takes to process control messages that are delayed over UNI-MOB. Throughout the handover 

process, the product of present networks and different groupings of their components determines how 

late the selection process is. 

In order to compare the handover latencies [12] that are achieved during the vertical handover 

procedure, the basic degree of handover latency (GR) is taken into account. In order to preserve 

information about the data that is delivered, the method further evaluates the user interface memory 
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size (Mμ) that is utilized during sporadic connectivity. The data-loss state (DLoss) happens when the 

user interface's data rate approaches user-device memory (Mμ). During the transfer operation (time 

determined at connectivity loss), the network encounters an anomalous connection issue. The 

numerical representation of DLoss is given by 

Dt = ∆-Mμ                                                                            (3.1) 

The variable Δ in the preceding expression represents the product of Drate and Dloss, which is the 

amount of data that must be sent. With respect to the network device Dnet, the empirical expression of 

the data loss during the vertical handover is  

Dnet=β-Mnet                                                                 (3.2) 

given that the memory size of the network device is Mnet and the processing operation rate is δ.  

The difference between the cumulative arrival rate and δ is represented by the variable β in the 

expression above. Thus,  

Dloss=Dt+Dnet                                                                      (3.3) 

can be used to describe the cumulative loss of data in UNI-MOB, assuming an infinite amount of 

memory and other resources. 

According to the preceding statement, the suggested algorithm provides a straightforward approach to 

risk as opposed to an intricate encryption technique. This technique ensures that lightweight hacking 

is used to carry out a quick authentication during transfer. In order to ensure a suitable balance between 

data transfer and authentication during the vertical handover time, the proposed approach guarantees 

that the event failure during packet transmission is lowered. The vertical transfer mechanism that has 

been proposed is adaptable and can withstand most replay assaults that require authentication. 

Additionally, this technique performs network verification and enables a transparent confirmation 

process across the machines of all new users. 

 

5. Results and discussion 

5.1 A Comparative Study of Transmission Speed and Handover Delay  

The protection efficiency with little time, as shown in figure 5.1.1, in comparison to existing work. 

The graph above demonstrates that the suggested technique allows for light-weight hacking activity 

because a faster authentication has no negative impact on the suggested handover approach. Increasing 

the speed range would also not materially alter the delay. Using various criteria, the existing 

methodology offered an iterative procedure for choosing an appropriate network for the predictive 

approach. Figure 5.1.2 displays the performance analysis of the VHO Delay W.R.T. Speed. 

 

 

 
 

Figure 5.1.1: Comparative Analysis of Event-Delay with Respect to Speed (M/S) 
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Fig 5.1.2: Analysis of VHO Delay WRT Speed (M/Sec) Performance 

 

5.2 Results of Packet Loss and Speed Comparison  

With reference to the speed (m/s) and packet loss percentage, the suggested VHO method's simulation 

results are examined. Figure 5.2.1 compares the various proposed vertical handover methods in terms 

of packet loss vs transmission speed (m/s). The simulation results show that the suggested VHO 

technique delivers reduced packet loss and more security than the current system. 

 
 

Figure 5.2.1: Comparative Analysis between Proposed Methods with W.R.T Packet Loss and 

Speed (M/S) 

 

The suggested mechanism lowers the variable values with two important parameters, namely time 

period and latency. As a result, the simulation process requires very little computation time, resulting 

in faster authentication with minimal packet loss than the current work, which takes much less time. 

Moreover, as figure 5.2.2 illustrates, enhances the user device's movement rate. 
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Figure 5.2.2: Performance Analysis of Percentage of Packet-Loss W.R.T Speed (M/Sec) 

 

 

5.3 A Comparative Study of Failures in Handover WRT Velocity  

The proportion of handover failure by various network equipment speeds was assessed by the 

suggested system. Figure 5.3.1 below provides a graphical depiction of the handover failure rate.   

 

 
Figure 5.3.1 Percentage of Hanover Failure with Varying Speed of Mobile Nodes (MS) 

 

 

Figure 5.3.2 illustrates the protection rate's inclusion in relation to the transfer loss's dropping rate. 

When handover failures are decreased, the suggested scheme also improves results correctness by up 

to 20 percent while increasing faster authentication by 40 percent when compared with Gamal work. 

However, there is an increase in handover failures due to several causes, such as the rate of user variety 

rising, which affects transfer operations. However, when compared to existing testing, the 

recommended gadget performs well and is able to lower the proportion of handover loss due to 
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increased consumer mobility. The following is a numerical review of the suggested machine 

efficiency. 

 

 
Figure 5.3.2: Performance Analysis of Percentage of Handover Failure W.R.T Speed (M/Sec) 

5.4. Analysis of the Attack's Impact on the Number of Handovers  

Finally, the following results can be obtained by running the suggested vertical handover algorithm. 

These results show the effective outcomes in terms of the attack's percentage effect over the total 

number of handover procedures. Figure 5.4.1 presents a comparative examination of the impact of an 

attack on the number of handovers. 

 

 

 
Figure 5.4.1: Comparative Results of Effect of Attack W.R.T Number of Handover Operations 

Figure 5.4.2 illustrates the protection rate's inclusion in relation to the transfer loss's dropping rate. 

When handover failures are decreased, the suggested scheme also improves results correctness by up 

to 20 percent while increasing faster authentication by 40 percent when compared with Gamal work. 

However, there is an increase in handover failures due to several causes, such as the rate of user variety 

rising, which affects transfer operations. However, when compared to existing testing, the 
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recommended gadget performs well and is able to lower the proportion of handover loss due to 

increased consumer mobility. Here is a numerical analysis of the suggested machine efficiency. 

 

 
Figure 5.4.2 Performance Analysis of Percentage of Effect of Attack W.R.T No. of Handover 

The improved framework, which uses successful vertical transmission and lightweight hacking instead 

of complex cryptographic techniques, enables quick authentication. A second Agent (UNI-MOB, for 

example) is frequently included in the proposed architecture to manage network services pertaining to 

different kinds of networks. As a result, a simulation analysis would reveal that the recommended 

vertical transfer mechanism offers better precision in minimizing delay and lowering data loss when 

compared to other predictive mechanisms. 

The suggested study included a discussion of the transfer technology's significance in heterogeneous 

wireless networks. We've talked about a theatrical analysis and new approaches to improving the 

transfer mechanism's efficiency in the context of comprehending the research problem. Numerous 

unresolved issues with the transfer mechanism method, particularly in vertical handover systems, have 

been found after examining various approaches in the literature review. It was discovered that the 

current issues with smooth motion are merely symptomatic and not entirely resolved. The 

heterogeneity of networking and contact equipment has not been taken into consideration by 

researchers as they have employed a variety of techniques and protocols to guarantee that call losses 

during vertical transfer networks are kept to a minimum. 

Furthermore, it was discovered that one of the crucial output requirements throughout the vertical 

handover process—faster processing and calculation—was not as significant. Furthermore, it was 

shown that memory control was far less successful in the current tests. Therefore, the primary issue 

with the architecture was the inefficiency of relay services, particularly when vertical transportation 

was taking place in heterogeneous networks. As a result, the suggested architecture offers a crucial 

mechanism for addressing those pressing problems, including authentication latency, precise resource 

quantification, and uninterrupted service-data delivery. Introduction of the adopted studies and a 

discussion of the preliminary information related to the intended implementation of the study. 

As a result, the proposed plan aimed to present answers to three well-known scientific problems. 

Additionally, the introductory chapter provided a summary of the analytical methodology—which 

combined sequential modular growth and probability theory—used to handle each issue in turn through 

analytic modeling. The suggested study focuses on the data scheduling technique and integrates an 

external agent system for vertical transfer. Public-key encryption is then employed for all designated 

problems. The initial problem of authentication latency is addressed using a theoretical collaborative 

modeling approach that exemplifies the first contribution. A solution that explains the introduction of 

a well-known hardware device as an external agent was put out in this chapter. According to the notion, 

the external agent exchanges the external token in addition to several other authentication requirements 



 

Industrial Engineering Journal 

ISSN: 0970-2555   

Volume : 53, Issue 1, No. 3, January : 2024 
[ 

UGC CARE Group-1,                                                                                                                 88 

pertaining to mobile nodes.This phenomenon considerably facilitates data/service relaying by a newly 

connected node as it enters and exits the network and helps with authentication. It first authenticates 

any mobile device while it is connected to a home or foreign network, and it then logs data between 

the user device and the network. Lastly, it employs a variety of token-hacking techniques to enhance 

the functionality of quicker vertical transmission systems. The second problem of effective resource 

use was addressed with a novel theoretical method that permits an autonomous choice to select and 

drop-down precise data numbers. The conversation was the second contribution. 

A new design that enhances network device functioning in terms of memory saturation point dynamic 

status calculation was provided in a proposed framework. It also has a specification of current attributes 

for smartphone devices that may retrieve many kinds of parameters in a complex condition. The 

procedure outlined in this section makes use of probability theory for modeling purposes. This model 

greatly aids in determining the precise number of resources needed for heterogeneous network vertical 

transmission. The third and last problem of continuous delay was resolved in the suggested approach 

using economically viable numerical modulation using public key cryptography. The main goal of this 

approach was to combine better secure authentication with faster authentication. The conversation was 

the third contribution.This method assesses the stability of a link formed during vertical transmission 

from the destination node using both a graphic principle and a uniquely managed message. The primary 

idea is to establish a sophisticated key management system that facilitates quick encryption and vertical 

transfers, along with simplified public key encryption. Furthermore, the model contributes to the 

provision of highly secure access to all heterogeneous networks observed in different situations, in 

connection with an extensive analysis based on simulation. As a result, the idea to remove the obstacle 

to vertical transfer efficiency effectively addressed all three study issues.The suggested thesis offered 

a number of significant alternatives to the analysis issues of the future. The proposed approach differs 

from all existing systems in terms of efficiency, making it entirely unique. This section discusses the 

innovation of the proposed investigation and the thesis contribution about important research findings. 

Distinct sequential modules are constructed in opposition to the research objectives in the suggested 

study. This subsection enumerates the key results for every module used to accomplish the 

recommended objectives. The following are the primary conclusions drawn from the analysis: 

Minimizing Latency Mechanism in the course of vertical transfer: Reducing authentication latency 

was the main goal of this approach. Considering the growing diversity of nodes, it has been shown that 

this architecture increases the authentication delay by 20–25% when compared to existing techniques. 

Although there is no variation in the efficiency of packet loss, the recommended device offers an 

enhanced decrease of around 9–14 percent in packet loss. It has also been demonstrated that using 

outside agents to promote the steady sharing of safe tokens in this situation is advantageous. This is 

made possible by the suggested method's cumulative reduction of the transfer loss rate of roughly 22%. 

When vertical transfer is done in relation to the assault scenario, the proposed method has demonstrated 

an increase in attack resistance of roughly 19–30%. 

This implies that the suggested solution has a significant trade-off between security and minimizing 

the amount of time needed for verification during vertical transfer. Using Vertical for Traffic 

Management Identification of handed-over resources: this process's effective decision-making is an 

intriguing feature. This method offers a special way to prepare data in order to better control the 

intricate flow of traffic. In order to ascertain whether the new system will improve overall performance 

with an increase in traffic flow of roughly 10–30 percent, the research results are also benchmarked 

against the primary activities. Aside from that, a decrease in average queue duration of roughly 12–30 

percent indicates better memory control.The proposed plan also featured a new metric called the 

fairness measure, which was shown to rein nearly 25% more than the present system. Optimized 

Seamless Vertical Handover Platform: The main focus of this framework is to integrate encryption to 

guarantee a more successful and seamless vertical handover. According to the findings, the 

recommended device reduces users by 15–30% and shortens the decryption time by just less than 10–

32%. The outcome points to an improvement in decryption efficiency. 
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When compared to an increase in iterations, there is a significant 35% increase in throughput and a 

15–30% reduction in network latency. Updates Integral Architecture's Integrated Simplicity, the 

suggested system integrates three distinct components, as demonstrated by the uniqueness 

considerations incorporated into the existing framework. This results in a highly efficient solution to 

significant research questions. Unlike any existing approach, the suggested system suggests a 

comprehensive connectivity-based architecture to address the problem. For instance, the three main 

problems that each system is meant to address separately are integrated into an output that enhances 

iteration. Numerous components are needed for their vertical transfer, which can only be created and 

not handled independently. This is a very important component. Efficient utilization of resources: 

There is no denying that the allocation and utilization of resources serve a crucial role, and a lot of 

research has already been done in this area. However, resource management has never been taken into 

account by the vertical transfer mechanism that results in the wastage or underutilization of 

network/computational capital. Therefore, in contrast to other existing study techniques, the proposed 

methodology offers an exact assessment of the services to be provided and employed in a practical 

way for vertical delivery. Faster and more efficient storage management: Unlike existing systems, the 

suggested approach will determine each storage unit's saturation level individually. 

This problematic strategy has not been found in any recent research on vertical handling structures in 

heterogeneous networks. Adoption aids in determining the initial state of any complex memory, 

ensuring that no call drops occur for unforeseen or spontaneous reasons—such as during peak traffic. 

Using the likelihood principle further streamlines and expedites the calculation. The updated timing 

policy Current approaches carry out vertical transfer upon request, which makes resource maintenance 

in diverse networks more challenging. However, when systems were moved from domestic networks 

to global ones, the impact of the queuing mechanism was never assessed in diverse networks. The 

proposed framework calls for an incredibly sophisticated planning scheme with a suitable dynamic 

buffer mechanism to ensure that there is never a call, data, or service failure. 

Lightweight Protection Framework: There is no denying the effectiveness of the public key encoding 

security mechanism in particular. However, even if a better encryption technique delivers good 

reliability, it causes pause. Thus, the suggested plan offers a more straightforward public key 

encryption architecture in which data ciphering is mostly accomplished by hacking. This approach is 

highly unusual in comparison to the prevalent iterative procedures in current cryptography approaches. 

But there is less iterative working and a faster, better authentication time while maintaining a greater 

level of security. The aforementioned are the additional aspects that the suggested framework included 

to maintain the stability and professionalism of the vertical handover mechanism in heterogeneous 

networks. The current system offers significant features for connectivity and migration of customer 

rights from one scheme to another, ensuring extremely little call/service losses. These capabilities are 

expected to give the upcoming communication devices more advantages in meeting the sophisticated 

connectivity needs of Smartphone users. 

 

Conclusion 

In conclusion, the UNI-MOB framework and associated algorithms effectively address vertical 

handover challenges in heterogeneous wireless networks. Focusing on key phases like information 

collection, decision-making, and handover execution, UNI-MOB combines WLAN, UMTS, and Wi-

Max technologies for flexible vertical transfer. The study underscores the importance of handling 

issues such as throughput, security, power consumption, scheduling, and quality of service, user 

preferences, and smart terminals' requirements. UNI-MOB confronts problems like overlapping 

networks, smooth handoffs, and cross-layer optimization. The suggested Machine Learning Algorithm 

for Policy-Based Routing and IVHDA optimize battery life, reduce service costs, and enhance overall 

network efficiency. The research emphasizes uninterrupted application operation during handoffs, 

addressing roaming fees and network charging disruptions. Overall, UNI-MOB establishes a 

foundation for improved communication services, ensuring a secure and seamless transition between 
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heterogeneous networks. The framework promises enhanced authentication, lower latency, and 

adaptability to the dynamic nature of modern wireless communication, presenting a transformative 

approach to vertical handover procedures. 

 

Acknowledgment: 

The authors convey deep sense of gratitude to the management of Annamacharya Institute of 

Technology and Sciences, Rajampet for helping with required facilities to complete this work. 

 

References 

1. Sutton, A. et al., Wireless Backhaul: Performance Modeling and Impact on User Association for 

5G, IEEE Transactions on Wireless Communications.2018, 5, 3095–3110. 

2. Machen, A. et al., Live Service Migration in Mobile Edge Clouds, IEEE Wireless 

Communications.2018, 25, 140– 147. 

3. Zekri, M. et al., A review on mobility management and vertical handover solutions over 

heterogeneous wireless networks. 2012, 2055–2068. 

4. Chowdhury, M.Z., et al., Optical Wireless Hybrid Networks for 5G and beyond Communications, 

9th International Conference on Information and Communication Technology Convergence, 

ICTC. 2018, 709–712. 

5. Eastwood, L.,et al., Mobility Using IEEE 802.21 in a Heterogeneous IEEE 802.16/802.11-based, 

IMT-Advanced (4G) Network, IEEE Wireless Communications (Apr.) 2008, 26–34. 

6. Fan, J. Zhao, C.-L. I, 5G high mobility wireless communications: Challenges and solutions, China 

Communications. 2016, 13, 13-18. 

7. Yan, X, Şekercioğlu, YA & Narayanan, S A survey of vertical handover decision algorithms in 

Fourth Generation heterogeneous wireless networks, Computer networks.2010, 54, 1848-1863. 

8. Yeh, S-P, Talwar, S, Wu, G, Himayat, N & Johnsson, K , 'Capacity and coverage enhancement in 

heterogeneous networks', Wireless Communications,.2011,18, 32-38. 

9. De la Oliva, A. et al., An Overview of IEEE 802.21: Media Independent Handover Services, IEEE 

Wireless Communications. 2008, 96–103. 

10. S. Andreev, et al., Intelligent access network selection in converged multi-radio heterogeneous 

networks, 21 (6) (2014) 86–96. 

11. [11]Emam, F. A. A., Nasr, M. E. Kishk, S. E. ., Coordinated Handover Signaling and Cross-Layer 

Adaptation in Heterogeneous Wireless Networking, Mob. Networks Appl. 2020. 25, 285–299. 

12. [12]Zanzi, L. Sciancalepore, V. On Guaranteeing End-to-End Network Slice Latency Constraints 

in 5G Networks, Proceedings of the International Symposium on Wireless Communication 

Systems. 2018. 

 


