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ABSTRACT 

"Numerous strategies have been devised to safeguard integrated circuits (ICs) from unauthorized 

access and usage, or to at least mitigate security vulnerabilities. These strategies pave the way for 

hardware roots of trust, with their fundamental security components relying on generators of genuinely 

random numbers. Particularly crucial are these generators' roles in producing one-time challenges 

(nonces) vital for IC authentication protocols, crucial for countering threats such as unauthorized 

access by malicious users. Despite their importance, IC vendors express valid concerns regarding the 

complexity of existing solutions. These concerns encompass issues such as area overhead, impacts on 

design flow, and testability, prompting the need for simpler yet effective alternatives. In response, this 

research introduces a straightforward yet robust, all-digital, lightweight, and self-testable random 

number generator designed specifically for nonce generation. Built upon a generic ring generator 

architecture, which optimizes both area and time, this solution leverages a multiple-output ring 

oscillator. A thorough evaluation, incorporating three statistical test suites from the National Institute 

of Standards and Technology and BSI, underscores the feasibility and efficiency of the proposed 

approach. The findings, detailed in this report, validate the efficacy of our solution, emphasizing its 

potential significance in bolstering root of trust security." 
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INTRODUCTION  

The introduction of "Efficient True Random Number Generation for Root of Trust Security" delves 

into the critical importance of safeguarding integrated circuits (ICs) against unauthorized access and 

usage, as well as mitigating security vulnerabilities [1]. It highlights the foundational role of hardware 

roots of trust in this endeavor, emphasizing their reliance on generators of genuinely random numbers 

[2]. These generators play a crucial role in generating one-time challenges (nonces), which are 

indispensable for IC authentication protocols aimed at countering threats such as unauthorized access 

by malicious users [3]. The need for robust security measures in ICs is underscored by the increasing 

sophistication of cyber threats and the potential consequences of security breaches [4]. As ICs become 

more prevalent in various applications, ranging from consumer electronics to critical infrastructure, 

ensuring their security becomes paramount [5]. However, achieving robust security in ICs poses 

significant challenges, particularly in balancing security requirements with performance, cost, and 

other design considerations [6]. 

IC vendors are acutely aware of these challenges and express valid concerns regarding the complexity 

of existing security solutions [7]. Issues such as area overhead, impacts on design flow, and testability 

are cited as major obstacles to the widespread adoption of current security measures [8]. Consequently, 

there is a pressing need for simpler yet effective alternatives that can provide robust security without 

unduly burdening the design and manufacturing processes [9]. In response to these challenges, this 

research introduces a novel approach to true random number generation tailored specifically for 

enhancing root of trust security in ICs [10]. The proposed solution is characterized by its simplicity, 
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robustness, and efficiency, making it well-suited for integration into modern IC designs [11]. It is 

implemented as an all-digital, lightweight, and self-testable random number generator, designed to 

generate nonces for IC authentication protocols [12]. 

Central to the proposed approach is the use of a generic ring generator architecture, which offers a 

balance between area efficiency and speed [13]. This architecture is optimized to leverage a multiple-

output ring oscillator, which serves as the primary source of randomness [14]. By harnessing the 

inherent unpredictability of the ring oscillator's outputs, the proposed generator is capable of producing 

truly random numbers with high entropy, essential for robust security [15]. To validate the 

effectiveness of the proposed approach, a comprehensive evaluation is conducted, leveraging three 

statistical test suites from reputable organizations such as the National Institute of Standards and 

Technology (NIST) and BSI. The results of these evaluations serve to underscore the feasibility and 

efficiency of the proposed solution, demonstrating its ability to meet the stringent security 

requirements of modern ICs. Overall, the findings of this research validate the efficacy of the proposed 

true random number generation scheme, highlighting its potential significance in bolstering root of 

trust security in ICs. By addressing key concerns related to complexity, area overhead, and testability, 

the proposed approach offers a promising avenue for enhancing the security of ICs in a wide range of 

applications. 

 

LITERATURE SURVEY 

The quest to secure integrated circuits (ICs) against unauthorized access and usage has spurred 

significant research and development efforts in recent years. These endeavors aim to address the 

growing concerns surrounding IC security and mitigate the potential risks posed by malicious actors. 

Central to these efforts is the concept of hardware roots of trust, which serves as the cornerstone for 

establishing a secure foundation within ICs. One of the key components underpinning hardware roots 

of trust is the generation of genuinely random numbers. These random numbers play a pivotal role in 

various security mechanisms, including the generation of one-time challenges (nonces) essential for 

IC authentication protocols. By leveraging these nonces, ICs can effectively counter threats such as 

unauthorized access by malicious users, thereby enhancing overall security. The importance of random 

number generation in IC security has been widely recognized within the research community. 

Numerous studies have explored various techniques and methodologies for generating random 

numbers in ICs, each with its own strengths and limitations. These techniques range from analog-based 

approaches, such as thermal noise-based generators, to digital techniques like ring oscillators and linear 

feedback shift registers. 

Analog-based random number generators have long been employed in ICs due to their simplicity and 

ease of implementation. These generators leverage physical phenomena, such as thermal noise, to 

generate random signals with high entropy. While analog generators offer robust randomness, they 

often suffer from limitations in terms of scalability and integration with digital circuits. In contrast, 

digital random number generators offer greater flexibility and integration capabilities, making them 

well-suited for modern IC designs. Among the digital techniques commonly used for random number 

generation, ring oscillators and linear feedback shift registers stand out as popular choices. Ring 

oscillators, in particular, have garnered attention for their simplicity and efficiency in generating 

random signals using digital logic gates. Despite the availability of various random number generation 

techniques, IC vendors continue to express valid concerns regarding the complexity of existing 

solutions. Issues such as area overhead, impacts on design flow, and testability pose significant 

challenges to the widespread adoption of these techniques. As a result, there is a growing demand for 

simpler yet effective alternatives that can provide robust security without imposing undue burdens on 

IC design and manufacturing processes. 

In response to these challenges, researchers have been exploring innovative approaches to true random 

number generation tailored specifically for IC security applications. These approaches aim to strike a 

balance between simplicity, efficiency, and security, offering solutions that can be easily integrated 



 

Industrial Engineering Journal 

ISSN: 0970-2555   

Volume : 53, Issue 4, April : 2024 
 

UGC CARE Group-1,                                                                                                                   1009 

into modern IC designs. One promising approach involves the use of ring generator architectures 

optimized for both area and time efficiency. By leveraging multiple-output ring oscillators, these 

architectures can generate random signals with high entropy while minimizing resource usage and 

power consumption. Furthermore, advancements in digital circuit design techniques have enabled the 

development of lightweight and self-testable random number generators, further enhancing their 

suitability for IC security applications. 

To assess the efficacy of these novel approaches, researchers have conducted comprehensive 

evaluations using statistical test suites provided by organizations such as the National Institute of 

Standards and Technology (NIST) and BSI. These evaluations serve to validate the feasibility and 

efficiency of the proposed solutions, providing valuable insights into their potential impact on 

bolstering root of trust security in ICs. In summary, the literature survey highlights the importance of 

true random number generation in enhancing root of trust security in integrated circuits. It underscores 

the ongoing efforts to develop efficient and effective random number generation techniques tailored 

specifically for IC security applications. By addressing the concerns raised by IC vendors and 

leveraging advancements in digital circuit design, researchers aim to pave the way for the widespread 

adoption of robust security measures in ICs, thereby safeguarding against unauthorized access and 

usage. 

 

METHODOLOGY  

The methodology employed in developing the "Efficient True Random Number Generation for Root 

of Trust Security" solution encompasses a systematic approach aimed at addressing the identified 

challenges while ensuring simplicity, robustness, and efficiency. This step-by-step process involves 

various stages, each carefully designed to contribute to the overall effectiveness of the proposed 

solution. Firstly, the challenges faced by IC vendors in implementing robust security measures are 

thoroughly analyzed, including concerns such as area overhead, impacts on design flow, and testability. 

Additionally, the requirements for an ideal solution, including simplicity, robustness, and efficiency, 

are defined based on the identified challenges. 

A comprehensive literature review is conducted to explore existing techniques and methodologies for 

true random number generation in ICs. This involves studying various approaches, including analog-

based methods, digital techniques like ring oscillators and linear feedback shift registers, and emerging 

technologies such as ESP-NOW. The strengths and limitations of each approach are evaluated to 

inform the design of the proposed solution. Based on the findings from the literature review and 

requirements analysis, a conceptual design for the random number generator is developed. This 

involves defining the overall architecture, including the choice of components, circuit topology, and 

implementation approach. The generic ring generator architecture is selected as the foundation for the 

proposed solution, owing to its efficiency and scalability. 

The next step involves selecting the specific components and technologies to be used in implementing 

the proposed solution. This includes choosing suitable digital logic gates, ring oscillator 

configurations, and other necessary components. The selected components are then integrated into a 

cohesive design, ensuring compatibility and optimal performance. With the design finalized, a 

prototype of the random number generator is developed using appropriate hardware and software tools. 

This involves designing the circuit layout, programming any embedded firmware or software, and 

assembling the prototype for testing. Rigorous testing is conducted to verify the functionality, 

robustness, and performance of the prototype under various operating conditions. 

Once the prototype is developed, it undergoes a comprehensive evaluation to assess its effectiveness 

in meeting the predefined requirements. This includes testing the generator's ability to produce truly 

random numbers with high entropy, as well as its performance in terms of area overhead, power 

consumption, and testability. The evaluation process incorporates three statistical test suites from 

reputable organizations such as the National Institute of Standards and Technology (NIST) and BSI to 

ensure thorough validation of the proposed approach. The results obtained from the evaluation are 
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analyzed to identify any areas for improvement or optimization. This may involve fine-tuning the 

design parameters, optimizing the implementation for better performance, or addressing any identified 

issues or limitations. The goal is to refine the solution further and enhance its overall efficacy. 

Finally, the entire methodology, along with the design details, implementation process, evaluation 

results, and analysis findings, is documented in a comprehensive report. This report serves as a detailed 

record of the development process and provides valuable insights for future reference and refinement 

of the proposed solution. By following this systematic methodology, the "Efficient True Random 

Number Generation for Root of Trust Security" solution aims to address the identified challenges 

effectively while ensuring simplicity, robustness, and efficiency. The step-by-step process facilitates 

the development of a reliable and effective random number generator tailored specifically for 

enhancing root of trust security in integrated circuits. 

 

PROPOSED SYSTEM 

The proposed system, "Efficient True Random Number Generation for Root of Trust Security," is a 

novel approach aimed at addressing the pressing need for robust security measures in integrated 

circuits (ICs) while mitigating concerns related to complexity, area overhead, and testability. At its 

core, the system focuses on the generation of genuinely random numbers, crucial for establishing 

hardware roots of trust and enhancing IC authentication protocols to counter potential threats such as 

unauthorized access by malicious users. In response to the challenges faced by IC vendors, the 

proposed solution introduces a straightforward yet robust, all-digital, lightweight, and self-testable 

random number generator specifically designed for nonce generation. This generator is built upon a 

generic ring generator architecture, carefully optimized to strike a balance between area efficiency and 

speed. Central to its operation is the utilization of a multiple-output ring oscillator, which serves as the 

primary source of randomness. 

The design of the random number generator is meticulously crafted to ensure simplicity without 

compromising on efficacy. By leveraging digital logic gates and streamlined circuitry, the system 

minimizes area overhead and avoids the complexities associated with analog-based methods. This 

digital approach not only enhances scalability but also facilitates ease of integration into modern IC 

designs. The use of a generic ring generator architecture further enhances the efficiency of the proposed 

system. This architecture is specifically tailored to optimize both area and time, ensuring that the 

random number generator can operate effectively within the constraints of IC design. By leveraging 

the inherent properties of the ring oscillator, the system is able to generate truly random numbers with 

high entropy, essential for robust security. One of the key advantages of the proposed system is its self-

testability, which eliminates the need for external testing mechanisms and simplifies the overall design 

process. This self-testability feature ensures that the random number generator can be thoroughly 

evaluated and validated during both development and production stages, thereby enhancing confidence 

in its performance and reliability. 

To validate the efficacy of the proposed approach, a comprehensive evaluation is conducted, 

incorporating three statistical test suites from reputable organizations such as the National Institute of 

Standards and Technology (NIST) and BSI. The results of these evaluations serve to underscore the 

feasibility and efficiency of the proposed solution, demonstrating its ability to meet the stringent 

security requirements of modern ICs. Overall, the proposed system represents a significant 

advancement in the field of true random number generation for root of trust security in ICs. By 

addressing key concerns related to complexity, area overhead, and testability, the system offers a 

promising solution for enhancing the security of ICs across various applications. The findings of this 

research validate the efficacy of the proposed solution, emphasizing its potential significance in 

bolstering root of trust security and mitigating security vulnerabilities in integrated circuits. 

 

RESULTS AND DISCUSSION 
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The results of the evaluation conducted to assess the efficacy of the proposed "Efficient True Random 

Number Generation for Root of Trust Security" solution demonstrate its feasibility and efficiency in 

addressing the identified challenges. Through a comprehensive evaluation process incorporating three 

statistical test suites from reputable organizations such as the National Institute of Standards and 

Technology (NIST) and BSI, the proposed approach showcases promising results. The evaluation 

confirms that the all-digital, lightweight, and self-testable random number generator, built upon a 

generic ring generator architecture and leveraging a multiple-output ring oscillator, is capable of 

producing truly random numbers with high entropy essential for robust security in integrated circuits. 

The statistical analysis conducted as part of the evaluation underscores the reliability and effectiveness 

of the proposed solution, providing validation of its ability to meet the stringent security requirements 

of modern ICs. 

Furthermore, the discussion of the evaluation results highlights the significance of the proposed 

solution in addressing the concerns raised by IC vendors regarding the complexity of existing security 

measures. By offering a straightforward yet robust alternative, the proposed random number generator 

effectively mitigates issues such as area overhead, impacts on design flow, and testability, thereby 

providing a viable solution for enhancing root of trust security in ICs. The evaluation findings 

emphasize the practical feasibility of the proposed approach and its potential to serve as a valuable 

addition to the existing arsenal of security measures employed in IC design and manufacturing. 

Moreover, the self-testability feature of the random number generator further enhances its appeal by 

simplifying the validation process and ensuring confidence in its performance and reliability. 

 
Fig 1. 64-bit result screenshot 
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Fig 2. Result screenshot 2 

 
Fig 3. Result screenshot 3 

 
Fig 4. Result screenshot 4 

 
Fig 5. Result screenshot 5 
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 Overall, the results and discussion affirm the efficacy and significance of the proposed "Efficient True 

Random Number Generation for Root of Trust Security" solution in bolstering security measures for 

integrated circuits. The findings of the evaluation validate the feasibility and efficiency of the proposed 

approach, highlighting its potential to address key concerns related to complexity, area overhead, and 

testability while ensuring robust security against unauthorized access and usage. Moving forward, 

further refinement and validation of the proposed solution in real-world applications are warranted to 

fully ascertain its capabilities and impact in enhancing root of trust security in integrated circuits. 

 

CONCLUSION 

The conclusion drawn from the research conducted on "Efficient True Random Number Generation 

for Root of Trust Security" underscores the critical importance of addressing the challenges associated 

with safeguarding integrated circuits (ICs) from unauthorized access and usage. The findings of this 

study highlight the pivotal role played by hardware roots of trust, particularly in reliance on generators 

of genuinely random numbers, in establishing robust security measures. The introduction of a 

straightforward, robust, all-digital, lightweight, and self-testable random number generator specifically 

tailored for nonce generation addresses the valid concerns raised by IC vendors regarding the 

complexity of existing solutions. By leveraging a generic ring generator architecture and a multiple-

output ring oscillator, the proposed solution optimizes both area and time, offering a viable alternative 

that mitigates issues such as area overhead, impacts on design flow, and testability. The thorough 

evaluation, which incorporates statistical test suites from reputable organizations such as the National 

Institute of Standards and Technology (NIST) and BSI, confirms the feasibility and efficiency of the 

proposed approach, validating its efficacy in bolstering root of trust security. These findings underscore 

the potential significance of the proposed solution in enhancing security measures for ICs across 

various applications and emphasize the need for continued research and development in this critical 

area of cybersecurity. Moving forward, further validation and refinement of the proposed solution are 

warranted to ensure its effectiveness in real-world scenarios and its ability to address evolving security 

threats in the ever-changing landscape of IC design and manufacturing. 
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